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	To invest in Brazil the investors must apply (using the Investor Form), through Resolution 4.373 of the Foreign Investment Regulations, for approval from the Comissao de Valores Mobiliarios (CVM). On receipt, resolution 4.373 gives access to equities, fixed income and derivatives, except voting shares of Brazilian financial institutions. All investments made by foreign individuals and institutions must be transacted via clearing systems authorized by the CVM. Note also that under Resolution 4.373the Foreign Investors must appoint a Legal Representative who has been authorized by the Central Bank. The Legal Representative has to undertake a series of tasks for the local authorities and regulators. RBC Investor Services has appointed Citibank (our local custodian) to undertake this function on behalf of our clients.
In the Brazilian market, foreign investors must maintain two securities and two cash accounts to facilitate calculation for taxable and exempt asset positions.
Note that CVM emphasizes the need for applicants to be able to prove they are linked to an organization recognized by the CVM. The existing account opening documentation covers this commitment and meets the linkage requirement with the regulatory organizations. By signing the application on behalf of the client, RBC Investor Services undertakes this commitment as part of the Know Your Client policy.


Note: As part of the FII account opening process all documentation must be in exactly the same investor name and on the investor's letterhead where appropriate.

	Fees
	
	CVM Fee: This market regulation fee is charged quarterly to RBC Investor Services by our agent and then recharged by RBC to the clients; its amount is being determined by the client's portfolio market value. 
CNPJ Fee: Not applicable any more.

	Tax Consultant 
	
	
Not required

	
E-signature  
	
	  
Accepted







Account Opening
[bookmark: _Toc336594673][bookmark: _Toc385322899]Documentation Required by the Agent
a) Portfolio Application Form signed




Note: The PAF will be signed by the client and counter signed by RBC. 




	Timing
	The market timeframe for opening accounts is 10 business days post completion and acceptance of documents by the agent. The documents may also be subject to regulatory and KYC checks and additional information may be requested by the agent/market authorities, which could potentially extend the normal processing time.

	Sub-custodian
	RBC IS has appointed Citibank as Sub-custodian. Their role is to open and manage the securities account.
1. Obtain CVM approval on behalf of the investor 
2. Perform a series of tasks for the local authorities and regulators

	Further Details 
	None









Name change 
Documentation Required by the Agent
· Any document proving the name change issued by the applicable registration authority in their jurisdiction.



Account Closure
No documentation required however, client should always ensure there are no outstanding trades, corporate actions, fees and holdings prior to sending the closure instruction.
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Disclaimer
© Copyright Royal Bank of Canada 2023. RBC Investor Services™ is a global brand name operating primarily through the following companies: Royal Bank of Canada and RBC Investor Services Trust and their branches and affiliates. In the United Kingdom (UK), RBC Investor Services operates through RBC Investor Services Trust, UK Branch, authorized and regulated by the Office of the Superintendent of Financial Institutions of Canada. Authorized by the Prudential Regulation Authority. Subject to regulation by the Financial Conduct Authority and limited regulation by the Prudential Regulation Authority.  Details about the extent of our regulation by the Financial Conduct Authority and the Prudential Regulation Authority are available on request.  RBC Offshore Fund Managers Limited is regulated by the Guernsey Financial Services Commission in the conduct of investment business. Registered company number 8494. RBC Fund Administration (CI) Limited is regulated by the Jersey Financial Services Commission in the conduct of fund services and trust company business in Jersey. Registered company number 52624. This document is provided for general information and does not necessarily reflect individual circumstances. It does not constitute financial, tax, legal or accounting advice, and should not be relied upon in that regard. This document must not be reproduced, forwarded or otherwise made available to any third party outside the recipient’s organization without the express written consent of RBC Investor Services. Links to external websites are for convenience only. RBC Investor Services does not review, endorse, approve, control or accept any responsibility for the content of those sites. Linking to external websites is at your own risk. ® / ™ Trademarks of Royal Bank of Canada. Used under licence.
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SUMMARY STATEMENT  


This policy outlines RBC Investor Services Trust’s (RBC Trust) overarching principles and processes used to prevent the misuse of our products, services and systems for money laundering, terrorist financing or activities targeted by economic sanctions.  This policy should be read in conjunction with the RBC Trust AML Framework and the following policies obtained from the RBC Trust Policy and Procedure Library:


· RBC  Trust Framework: Anti-Money Laundering, Anti-Terrorism, Economic Sanctions, Client Due Diligence


· RBC  Trust Client Due Diligence Policy (Canada);

· RBC  Trust Client Due Diligence Policy (UK);


· RBC  Trust Client Due Diligence Policy (Australia);


· RBC  Trust Anti Terrorism and Economic Sanctions Policy;


· RBC  Trust Unusual Transaction Reporting Policy

· RBC  Trust Demarketing High-Risk Client Procedures

RATIONALE


RBC Trust is committed to preventing the use of its financial services for money-laundering or terrorist financing purposes.  The AML Program has been designed to ensure:

· RBC  Trust does business only with those whose activities and funds can reasonably be established to be legitimate and who have been screened against applicable government and regulators’ lists of designated people, entities or countries,

· employees are trained to recognize and react appropriately to unusual or potential money-laundering and terrorist financing activity and understand their legal obligations to report activity and transactions;


· required regulatory reporting is completed;

· RBC  Trust has effective oversight and controls to ensure ongoing compliance; and

· appropriate records are retained.

Implementation of this policy will reduce the possibility of legal, regulatory, financial and reputational risk and formalize roles, responsibilities and accountabilities across the organization with respect to these requirements.  The consequences of any lack of vigilance in this area can be severe.  Facilitating a financial transaction while wilfully or recklessly disregarding the source of the client's asset or the nature of the client's transaction can result in criminal and/or civil liability for the employee and RBC Trust.  Consequently, conduct inconsistent with this policy will subject the employee involved to disciplinary action, up to and including termination of employment, as well as possible civil and criminal penalties.


SCOPE


All employees of RBC Trust globally must comply with this policy to determine clients' identity, source of funds, and to develop knowledge of the type of transaction in which the client is likely to engage.

This Policy establishes the minimum standards to be followed by all employees of RBC Trust as required by law, regulation and guideline in its relevant jurisdictions.  RBC Trust must ensure its policies are sufficient to meet the laws and regulations that apply to its businesses in the jurisdictions where it operates. Where there are more stringent industry guidelines or jurisdictional laws/regulations, the higher standard will apply. Where there is any discrepancy, the higher standard will always apply. 


Should a branch develop its own policies and procedures, such policies and procedures must be approved by the branch senior management and Head, Legal, Risk & Compliance.  Senior management of each branch is responsible for ensuring on-going compliance with this policy and any local policies and procedures.

POLICY REQUIREMENTS 


This policy outlines the importance of having full information about our potential clients before we make decisions on whether to accept an appointment and to ensure RBC Trust is compliant with relevant regulations.

1. Client Due Diligence (CDD)

RBC  Trust will take reasonable and appropriate measures to establish the identities of its clients and related parties (beneficial owners and third parties), to which it may provide services and will open accounts and conduct transactions and/or provide services only after identity is established to RBC  Trust’s satisfaction and as required by relevant regulation.

RBC Trust takes a risk-based approach to performing CDD on its clients and those with whom it does business.  Policies and procedures designed to ensure that units know with whom they are dealing and that due diligence has been performed commensurate with the level of risk.  All clients and others for whom or on whose behalf RBC Trust provides financial services will undergo standard due diligence.  Higher risk clients will undergo enhanced due diligence.  The branch CDD policies and procedures will comply with the standards and requirements of the local applicable jurisdiction.


2. Anti-Terrorism and Economic Sanctions Measures

RBC Trust will establish processes to screen clients, potential clients, others on whose behalf they provide services, against applicable government and regulatory lists of:


· individuals and entities known or suspected of terrorism;


· countries targeted as terrorist supporters; and


· States, entities, organizations and individuals targeted by Economic Sanctions.

Processes include investigation of potential matches, restraining assets and reporting to senior management and relevant authorities.

When opening an account or providing other financial services, RBC Trust will take reasonable and appropriate measures to ensure that they do not open accounts or provide other financial services for or on behalf of any individual or entity targeted by any locally applicable government or regulatory list, as well as at minimum, lists maintained by the Office of the Superintendent of Financial Institutions (OSFI) in Canada

3. Unusual Transaction Reporting


RBC Trust will establish processes to identify and investigate unusual activities and transactions/attempted transactions reasonably suspected to be related to money laundering or terrorist financing and to ensure reporting to appropriate authorities as required.

Unusual activities or transactions can be identified through:

· monitoring transactions using automated or manual means and employee vigilance;

· third party information (news media, internet, credit checks, etc.); and

· knowledge of the client’s business and circumstances.

Employees are required to be vigilant in respect of clients’ activities.  Employees are required to identify and report attempted and completed unusual activities using the appropriate means established in their respective units.  Unusual activities may take a number of forms, depending on the business and the client.  Employees should be aware of the unusual activities, or red flags that pertain to their unit.  A listing of key red flags may be obtained by referring to UTR Policy – Guidelines section.

4. RBC AML System

RBC Trust through its parental service agreement with RBC AML Compliance uses the Control List Filter System (CLF) or compensating manual processes to check its client base on a regular basis for persons associated with identified terrorist or other criminal activities, or against which economic sanctions have been imposed and initiate investigation and appropriate action.  The AML Detection (“Detection”) component of the system provides a means for automated monitoring of certain clients’ transactions, with a view to identifying unusual activity.  


RBC  trust units that do not use the RBC AML system must implement a process to check all accounts to the OSFI and other relevant regulatory lists at least monthly, and to confirm such reviews to the Canadian AMLO by the 10th of each month.  [NTD:  deadline to be confirmed.] 

5. Risk Assessment Program


RBC Trust will annually complete the Unit AML Inherent Risk Assessment.  The AML inherent risk process is designed to assess risks related to geography, products/services and client types within each unit.  The risk assessment tools include:


· RBC’s Product Risk Assessment

· RBC’s High Risk Clients 

At least annually, the Head, Legal, Risk and Compliance will report results of the risk assessment to the RBC Investor Services Board or Directors or board committee.

Each AMLO is required to:


· conduct periodic self-assessments to review the effectiveness of their respective AML programs and identify, document and manage their risk exposure 

· establish formalized client risk scoring processes for identifying high risk clients, ensuring appropriate management oversight of high risk client relationships and conducting on-going enhanced monitoring of high risk clients in accordance with the Client Due Diligence Policy; and


· develop means to identify politically-exposed persons (PEPs) as further defined in the Client Due Diligence Policy.

Where RBC Trust acquires interests in other organizations, the local AMLO must conduct an assessment to review the effectiveness of the acquired business’ AML programs, policies and procedures and identify, document and manage their risk exposure.  To the extent that this analysis identifies significant gaps, action plans must be implemented to resolve them within a reasonable time after the acquisition. As well, an AML inherent risk assessment should be completed for the acquired business within the first year of acquisition.  

6. Information Sharing

Regulators have communicated the importance of consolidated or coordinated CDD information sharing across large financial institutions in the fight against money laundering and terrorist financing.  Such information sharing serves the purpose of ensuring that clients that are terminated from one RBC  Trust unit/branch for adverse cause do not succeed in approaching us through another unit/branch.

To the extent permitted by law, units will share underlying information related to reportable suspicious activity, or government reports themselves where appropriate and necessary, with other AMLOs.  Before sharing any activity, the unit should ensure that appropriate confidentiality agreements are in place to protect the sensitive nature of this information.


In circumstances where local privacy restrictions or regulations prohibit such sharing of information, branches must obtain a written legal opinion outlining the details of such prohibitions and provide it to the Head, Legal, Risk & Compliance.  To the extent that branches are able to share information, they must do so.

7. Outsourcing

Any unit using a third party to complete client AML due diligence work or other services related to account opening and transaction processing must enter into a formal written agreement with the third party to ensure client due diligence is completed in accordance with legal requirements.  The unit must ensure the third party service providers’ AML programs and processes are consistent with those of RBC Trust and that roles and responsibilities in regard to AML compliance are clearly documented.  The unit must also take reasonable and appropriate measures to ensure that the CDD procedures of third parties, intermediaries or other institutions are consistent with RBC Trust’s if reliance is placed upon their CDD.

8. Record Keeping

RBC Trust will ensure compliance with record keeping requirements in each jurisdiction in which it operates.  At a minimum, client account documentation must be retained for at least 5 years after the account in question is closed or longer if required by local regulation.  Transaction records must be retained for a minimum of 5 years after the transaction takes place or longer if required by local regulation.

Records must be retained in a manner permitting retrieval according to regulatory, internal audit and compliance requirements in each jurisdiction in which RBC Trust operates.

EMPLOYEE RECRUITMENT AND TRAINING

RBC Trust employs recruitment practices and screening procedures that include appropriate background checks, designed to ensure employees are hired and retained that are qualified, competent and will perform their duties ethically.

RBC Trust staff directly involved with clients or involved in the transaction process must become sufficiently familiar with this policy so as to meet their legal obligations. Compliance provides periodic information sessions, maintains an AML intranet site (link provided in reference section below) and distributes bulletins, as needed, to ensure RBC Trust staff have access to anti-money laundering material, reference tools, client communications and training material.


All RBC Trust staff must attend or complete an internal "Anti-Money Laundering program" located on RBC Campus, which includes UTR, CDD & Terrorist/Economic Sanctions review, every 24 months.  All new RBC Trust staff must complete the program within 60 days of employment.

INDEPENDENT REVIEW AND REPORTING OF AML PROGRAM

A full review of the AML program including policies and procedures, the risk assessment program and employee training is conducted at least biannually by either internal and/or external auditors to test the effectiveness of the AML program.  The results of these reviews are to be summarized and presented to the RBC Trust Board. Where AML testing is included in the overall audit work conducted, it is consolidated into a company wide report.

CONTACT INFORMATION FOR QUESTIONS

Questions regarding this policy may be directed to the AMLO responsible for each jurisdiction as follows:


Australia:  Neale Martin


Canada:  Kathy Byles


UK:  Geoff Pike

REFERENCES 


Proceeds of Crime (Money Laundering) and Terrorist Financing Act

Australian Government Anti-Money Laundering & Counter Terrorism Financing Measures

BBA - British Bankers' Association - JMLSG Guidance
RBC AML Reference Tools:


RBC's AML Country Risk Ratings List
RBC  Trust Restricted Business List
RBC's High Risk Businesses List

New Business Policy
Unusual Transaction Reporting Policy
COAS Policy
Go Global Process
Anti-Money Laundering Requirements by Client Type

QI Documentation Process
Anti-Money Laundering Intranet Site


FORMS
Verification of Identity form

Business Decision Form

OWNER/AUTHOR 

Compliance

Local AMLO

APPROVER & APPROVAL DATE

Conduct Review Committee, December 7, 2007


Head, Legal, Risk and Compliance

REVIEW SCHEDULE

December 31, 2009
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